
Cavendish Community Primary School 

Acceptable Use Policy - Adults  

 

We believe that the use of technology plays a crucial role in the delivery, 

planning, assessment and enrichment of children’s learning and our school’s 

interactions with the outside world. Therefore, it is imperative that the adults 

who work with the children at Cavendish Community Primary School engage 

with all forms of technology in a confident, creative and appropriate manner. 

 

This policy aims to set out the actions the school takes to ensure that all adults 

at school can meet these expectations and the responsibility adults at school 

have to use technology in an appropriate manner, as set out in this policy. 

 

The school will: 

 Provide suitable devices for staff to use in planning, delivering, assessing 

and reporting on children’s learning. These devices remain the property 

of the school and can be recalled and checked at any time. These devices 

must be password/fingerprint protected. 

 Provide and maintain the school network so that it supports the core 

business of the school. The network systems and internet systems are 

filtered via One Education using Barracuda. Adults wishing to access a 

blocked site can request for it to be unblocked by contacting the DHT 

but must provide a rationale for doing so.  

 Exercise its right to monitor the use of information systems and internet 

systems, and to intercept and delete inappropriate materials where it 

believes unauthorised use of the systems may be taking place, or to 

maintain as evidence where the system may be being used for criminal 

purposes or for storing unacceptable, unauthorised or unlawful text or 

imagery within the context of ‘Keeping Children Safe in Education – 

Annex C’ DfE September 2018. An organisation called eSafe monitors our 

network on our behalf. 

 Provide all adults and children (when at an appropriate age) with a 

unique log in to access the network with. 



 Ensure there is suitable and developmental training for adults and a 

named member of staff to monitor curriculum provision. 

Adults at school will: 

 Use the technology available at school to enhance teaching and learning 

and to help safeguard children’s safety. 

 Be open to new technology and any training associated with it. 

 Use any devices given to them by school (laptops, iPads, mobile phones) 

in an appropriate and professional manner and with due regard to GDPR 

regulations. These devices can be connected to home wifi networks. 

These devices should be returned to school whenever requested and in 

the event of an employee leaving the school. 

 Use their own devices in school in an appropriate and professional 

manner and with due regard to GDPR regulations. Colleagues are 

allowed to have their own mobile devices in school and to connect them 

to the school wifi network. The use of personal mobile phones whilst 

working with children is strictly prohibited. If personal phones have to 

be used for any purpose, they should be used in staff areas or empty 

classrooms during set breaktimes only. Failure to adhere to this 

guidance could lead to disciplinary action being taken.   

 Only use school devices to make digital images of the children. These 

images should be saved to the school network and deleted from the 

device as soon as possible. 

 Report any use of technology which goes against the guidance contained 

in this document, either by adults or children. 

 Ensure that children are not given unsupervised access to the Internet. 

For the purposes of this policy, “supervised” means that the user is 

within direct sight of a responsible adult. 

 Teach Internet safety in keeping with the school’s ICT Scheme of Work, 

but all teachers within all year groups should be including Internet safety 

issues as part of their discussions on the responsible use of the school’s 

computer systems. In addition, each phase of school will have a half 

termly e-safety assembly. 

 The use of re-writeable CDs, memory sticks etc. to transfer data from 

external computer systems is forbidden. Where information has been 

downloaded from the internet, or copied from another computer, 

wherever possible it must be emailed to school to ensure that it 



undergoes anti-virus scanning. If this proves to be impossible, (due to 

file size, technical difficulty etc.) express permission must be sought 

from the ICT co-ordinator prior to the data being transferred. 

 To be read in conjunction with Social Media Networking Policy. 

 

Responding to inappropriate use of the Cavendish ICT Systems 

Any incidents of inappropriate use will be reported to the head teacher and 

documented along with any actions taken. The school may remove ICT access, 

temporarily or permanently, from anyone it believes to have purposefully 

broken the rules set out in this document, and the individual concerned may 

be subject to disciplinary procedures. 

The school also has a duty to pass on any information about the possession of 

inappropriate content to the police - in the case of inappropriate use from a 

child, the parents/carers of the child will be informed. 

In common with other media such as magazines, books and video, some 

material available via the Internet is unsuitable for pupils. The school will take 

all reasonable precautions to ensure that users access only appropriate 

material. However, due to the international scale and linked nature of Internet 

content, it is not possible to guarantee that unsuitable material will never 

appear on any school computer. Neither Cavendish Community Primary School 

nor Manchester City Council can accept liability for the material accessed, or 

any consequences of Internet access. 

 

 

 

I acknowledge I have received a copy of the Cavendish Community Primary 

School Acceptable Use Policy– Adults and will abide by the content therein. 

 

Signed___________________________________________________ 

Print name _______________________________________________ 

Date_____________________________________________________ 


