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1                           SIGI REPORTING FORM 

Serious Information Governance Incident (SIGI) Reporting Form  

 

Stage 1 – To be completed by the Investigating Manager 

 

 
Please provide as much detail as possible using the questions as prompts.  
 
Do not provide the personal details of those involved in the breach or those affected by the breach. 
Eg. Use ‘service user’ and instead of the name of the subject.  
 

Details of incident – Please describe incident in as much detail as possible  

 
Chronology and explanation of how the incident happened? Including: 

• Dates and times 

• Who was involved and advised 

• Explanation of any delay in reporting the incident  
 

What measures were in place to prevent the incident happening? Including: 

• Details of staff training 

• Processes, policies and procedures 

• Physical and technical controls 

                                                           
1 Examples of data might include; documents/diaries/files/paperwork/emails/faxes containing personal data, loss of 
unencrypted device/personal data seen by third parties. 

Serious Information Governance Incident Reporting Form 
 

School name  

Date of incident  

Office location   

Investigating Officer   

Information Asset Owner  

Type of Data1 - Is it personal data 
/ special category or non-
personal data? 

 

How many individuals affected?  

Data Lost / Recovered  



What are the potential consequences? Including: 

• Impact on data subject 

• Organisational impact e.g. on School, service/team 

RAG Rating 
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Anticipated risk score

Comments

 
  

 

Corrective action already taken – Provide details of all steps taken to recover and contain the incident 

Have the affected individuals been informed (when/how)?  If not, advise why not. 
 

 

Has this type of incident happened before? If so, provide a brief summary of when, who was involved, outcome. 
 
 

What actions have been taken to minimise risk of reoccurrence? E.g. staff training, changes to 
processes/procedures, changes to system controls etc. 
 
 



 
 
 
 
 
 
If you require further advice in relation to this incident please contact: 
 
Information Governance Team  
 
School Support inbox - IGSchoolSupport@stockport.gov.uk  
Becky Swan – Rebecca.swan@stockport.gov.uk 
Naveed Malik – Naveed.malik@stockport.gov.uk 
 
E-mail the completed form to:  
 
School Support inbox - IGSchoolSupport@stockport.gov.uk

Any other actions taken? E.g. where the incident involves the loss of IT equipment have IT been informed? Or if the 
incident involves social care service user or patient information, have the School’s departments been involved?  
 
  
 

Further action planned – Provide details of all further actions yet to take place 
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